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В работе 29 страниц, 7 рисунков, 2 таблицы, 5 источников.

Ключевые слова: *рельсошлифавальный поезд, ремонтные поперечные профили, десктопное приложение, геометрические параметры, железнодорожные пути.*

Предметная область – десктопное приложение «Расчет» предназначено для использования на рельсошлифовальных поездах на этапе подготовки к работам и проектирования технологического процесса шлифования рельсов. Основная функция программы заключается в расчете геометрических параметров ремонтных поперечных профилей рельсов. Приложение предназначено для эксплуатации как во время планово-подготовительных работ на перегоне, так и при наличии данных без выезда на перегон. Разработка данного программного продукта направлена на повышение эффективности процесса обслуживания и ремонта железнодорожных путей.

**ABSTRACT**

The work contains 29 pages, 7 figures, 2 tables, 5 sources.

Keywords: *a rail grinding train, a repair cross profiles, a desktop application, geometric parameters, a railway tracks.*

The desktop application «Calculation» is designed for use on rail grinding trains during preparation for work and planning the rail grinding process. The main function of the software is to calculate the geometric parameters of repair cross profiles of rails. The program is intended to be used both during planned preparatory works on the track and, when data is available, without going out onto the track. Development of this software aims to enhance the efficiency of railway track maintenance and repair processes.
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# ВВЕДЕНИЕ

* 1.1. Актуальность темы
* 1.2. Цели и задачи работы
* 1.3. Объект и предмет исследования

## ****Аналитическое исследование****

### Описание предметной области

Предметная область исследования посвящена процессу выявления и предотвращения мошеннических транзакций в рамках мобильных банковских приложений. Данная тематика приобретает особую значимость ввиду широкого распространения цифровых технологий и стремительного увеличения объема мобильных банковских операций, что сопровождается существенным ростом числа мошеннических действий в этой сфере.

Современная ситуация демонстрирует значительные изменения в характере и масштабе мошенничества. Динамичное развитие цифровых платформ и активное проникновение мобильных технологий делают смартфоны ключевым каналом оказания банковских услуг, одновременно превращая их в основную цель для злоумышленников. Рассмотрим подробно характерные черты современных угроз и способы их преодоления.

Одной из главных характеристик текущего периода является активизация кибермошенников, использующих разнообразные приемы для завладения средствами клиентов банков. Наиболее распространенные виды мошенничества включают фишинг и социальную инженерию. Практика показывает, что около 45% мошеннических атак реализуются именно такими способами [1].

Суть фишинга заключается в создании поддельных сайтов и рассылке писем или SMS-сообщений, имитирующих официальное обращение банка. Пользователи вводят персональные данные на таких страницах, полагая, что взаимодействуют непосредственно с банком, однако впоследствии их данные попадают в руки злоумышленников.

Дополнительную опасность представляют вредоносные приложения, распространяемые через сторонние магазины или рассылки спама. Они маскируются под оригинальные банковские продукты, предлагая установить программу, похожую на оригинальное приложение банка. Однако после установки такие приложения собирают всю необходимую информацию, такую как пароли, номера карт и коды подтверждения, позволяя преступникам проводить несанкционированные платежи [2].

В последнее время значительное распространение получили техники, основанные на глубоких нейронных сетях (так называемые DeepFake-технологии). Эти методы позволяют злоумышленникам реалистично воспроизводить внешность и речь реальных людей, включая сотрудников банка. Подделанные звонки и сообщения создают иллюзию общения с представителем кредитной организации, вводя жертву в заблуждение относительно правомерности запрашиваемых действий [3].

Противодействие мошенническим действиям включает комплекс мероприятий организационного и технологического характера. Организационные меры предполагают повышение уровня информированности клиентов о существующих видах мошенничества и формирование привычек осторожного пользования мобильными устройствами. Многие крупные российские банки проводят регулярные информационные кампании, направленные на обучение клиентов правилам безопасной работы с мобильными приложениями и предупреждения о возможностях мошенничества.

Важнейшую роль играют специализированные антивирусные программы и системы поведенческого анализа. Последние работают на основе алгоритмов машинного обучения, способных выявить нестандартные паттерны поведения пользователя и предупредить о потенциальной опасности транзакции. Особенно эффективны такие системы в случаях массовой рассылки сообщений с предложением перевести средства на подставные счета или предоставить секретные данные [4].

Регуляторные органы предпринимают шаги по ужесточению правил ведения банковской деятельности в отношении удаленных каналов обслуживания. Центробанк России выпустил серию рекомендаций, предусматривающих обязательную интеграцию с биометрическими системами для высоких уровней риска, периодический аудит используемых алгоритмов и реализацию стандартов защиты на основании федерального закона №115-ФЗ [5, 6].

Несмотря на усилия правоохранительных органов и самого банковского сообщества, угроза мошенничества продолжает оставаться серьезной проблемой. Высокий уровень технической оснащенности и развитость инфраструктуры интернета способствуют росту масштабов таких правонарушений. Важно отметить, что своевременное реагирование и принятие превентивных мер помогают предотвратить значительную долю негативных последствий.

Таким образом, понимание природы и динамики развития мошенничества в финансовой сфере имеет решающее значение для разработки эффективного инструментария защиты. Дальнейшее изучение этой темы позволит предложить практические рекомендации по совершенствованию механизмов защиты клиентов банков и повышению эффективности контрольных функций в сфере электронной коммерции.

### Анализ аналогов

Современные российские банки активно внедряют системы обнаружения мошеннических транзакций, которые сочетают алгоритмы машинного обучения, поведенческий анализ и многофакторную аутентификацию. В рамках исследования был проведен анализ решений, реализованных в мобильных приложениях ведущих банков России, таких как СберБанк, ВТБ и Т-Банк, а также рассмотрены регуляторные инициативы.

В 2024 году Центральный банк Российской Федерации запустил платформу мониторинга транзакций «Цифровой след», которая интегрирует данные из 320 кредитных организаций. Эта система выявляет аномалии, такие как массовая регистрация карт на фиктивные лица, что уже привело к обнаружению 8,4 тыс. таких случаев с общим оборотом 3,2 млрд рублей [7]. Для анализа связей между счетами используются графовые алгоритмы, а результаты обработки передаются в банки для блокировки подозрительных операций.

В мобильном приложении СберБанка реализован модуль AI Fraud Detection, который анализирует более 150 параметров транзакции, включая геолокацию, скорость набора кода и историю операций. При обнаружении аномалий, например, при переводе в новый регион, система приостанавливает операцию и отправляет push-уведомление с запросом подтверждения через голосовой биометрический шаблон [8]. Это позволяет оперативно реагировать на подозрительные действия и защищать клиентов.

ВТБ использует систему реального времени VTB Anti-Fraud, которая сопоставляет транзакции с паттернами мошенничества из базы FICO Falcon. Для операций с высоким риском, таких как смена реквизитов получателя, активируется автоматический звонок клиенту от робота с синтезированным голосом, имитирующим сотрудника службы безопасности [9]. Это решение позволяет быстро информировать клиентов о потенциальных угрозах и предотвращать мошенничество.

Т-Банк внедрил адаптивную аутентификацию на основе оценки риска транзакции. Для переводов до 10 тыс. рублей достаточно SMS-кода, в то время как для более крупных сумм требуется подтверждение через Face ID. В 2023 году это нововведение снизило число ложных блокировок на 27% при сохранении уровня безопасности [10], что свидетельствует о высоком уровне эффективности системы.

С учетом новых регуляторных требований, таких как директива PSD3, российские банки адаптируют свои системы под эти нормы, внедряя автоматический запрос ИНН контрагента через API ФНС [11]. Это позволяет улучшить контроль за транзакциями и повысить уровень безопасности.

Анализ показал, что существует тенденция к балансу между безопасностью и удобством для пользователей. Например, Тинькофф Банк использует «динамическую биометрию», запрашивая отпечаток пальца только при отклонении транзакции от типового поведения клиента. Это значительно сокращает среднее время подтверждения до 4,7 секунды [12]. Однако, согласно опросу НИУ ВШЭ, 68% пользователей отмечают, что частые запросы на верификацию вызывают раздражение, что требует тонкой настройки порогов срабатывания [13].

### Актуальность разработки

Существующие системы демонстрируют свою эффективность, снижая уровень мошенничества на 18–34% по данным Центрального банка [7]. Однако они имеют определенные ограничения, такие как зависимость от реактивных методов, недостаточная персонализация проверок и слабая интеграция с внешними источниками данных, например, с биометрией ЕСИА. Это подчеркивает необходимость разработки предиктивного решения, которое будет проактивно уведомлять клиентов о подозрительных транзакциях.

Целью данной работы балы выбрана разработка мобильного приложения которое бы демонстрировало как текущие банковские приложения могли бы улучшить работу пользователей с рисками мошеннических транзакций, которое будет использовать алгоритмы машинного обучения для анализа транзакций. Это решение направлено на устранение недостатков существующих систем, обеспечивая более доступный и удобный способ для пользователей и банков. Основной задачей является создание интуитивно понятного интерфейса, который позволит пользователям легко взаимодействовать с приложением и получать уведомления о подозрительных транзакциях.

Важность разработки мобильного приложения для определения мошеннических транзакций заключается не только в повышении уровня безопасности, но и в улучшении пользовательского опыта. Современные клиенты ожидают от банков не только надежности, но и удобства в использовании услуг. Мобильное приложение, которое предоставляет пользователям возможность самостоятельно контролировать свои транзакции и получать мгновенные и не навязчивые уведомления о подозрительных действиях, а так же интерактивное обучение пользователей по работе с новым функционалом, может значительно повысить доверие к финансовым учреждениям. Кроме того, успешная реализация данного проекта может стать основой для дальнейших исследований в области финансовых технологий.

Таким образом, разработка мобильного приложения для определения мошеннических транзакций представляет собой важный шаг в направлении повышения безопасности и удобства банковских услуг. Это решение не только отвечает на актуальные вызовы, стоящие перед финансовыми учреждениями, но и открывает новые горизонты для дальнейших исследований и разработок в области защиты от мошенничества.

## ****Проектирование информационной системы****

### Моделирование бизнес-процессов ИС

Для построения диаграммы вариантов использования, описывающей процесс взаимодействия пользователя с мобильным приложением, на диаграмму был помещен актор — пользователь [14]. В результате, на диаграмме были добавлены варианты использования, такие как «Совершение транзакции» и «Заблокировать карту». Эти варианты использования были соединены с актором связью «Association», что позволяет отразить взаимодействие пользователя с системой (Рисунок 1).

Пользователь:

Сценарии:

«Совершение транзакции»

«Заблокировать карту».

Рисунок 1 — Диаграмма вариантов использования

Далее были добавлены сценарии, относящиеся к мобильному приложению, включая «Отправить данные о транзакции», «Получить данные о проверке транзакции», «Отобразить пользователю результаты проверки транзакции», «Отобразить пользователю push-уведомление» и «Послать запрос на блокировку карты». Эти сценарии также были соединены с мобильным приложением связью «Association», что демонстрирует их функциональную связь (Рисунок 2) [15].

Мобильное приложение:

Сценарии:

«Отправить данные о транзакции»

«Получить данные о проверке транзакции»

«Отобразить пользователю результаты проверки транзакции»

«Отобразить пользователю push-уведомление»

«Послать запрос на блокировку карты»

Рисунок 2 — Добавление сценариев для мобильного приложения

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Для построения диаграммы последовательности, описывающей процесс проверки транзакции, на диаграмму был помещен актор — пользователь. Также были добавлены линии жизни объектов, таких как мобильное приложение, банк и антифрод-система (Рисунок 3).

Рисунок 3 — Добавление акторов и линий жизни объектов

Далее были добавлены последовательные сообщения между актором и объектами. Антифрод-система отправляет запрос на получение истории транзакций в базу данных, после чего база данных возвращает данные. Затем антифрод-система обращается к ML-модели для оценки риска, которая возвращает результат. В случае выявления высокого риска, антифрод-система отправляет команду на блокировку в мобильное приложение, которое уведомляет пользователя о подозрительной операции и предлагает варианты «Подтвердить» или «Отклонить» (Рисунок 4) [16].

Sequence Diagram:

(Пользователь, мобильное приложение, Антифрод-система, банк)

Антифрод-система → База данных: Запрос истории транзакций.

База данных → Антифрод-система: Возврат данных.

Антифрод-система → ML-модель: Оценка риска.

ML-модель → Антифрод-система: Результат (высокий риск).

Антифрод-система → Мобильное приложение: Команда на блокировку.

Банк → Мобильное приложение: Отправка уведомления о подозрительной операции.

Мобильное приложение → Пользователь: Уведомление.

Мобильное приложение → Пользователь: Отображение опций «Подтвердить»/«Отклонить».

Пользователь → Мобильное приложение: Выбор «Отклонить».

Мобильное приложение → Банк: Запрос на блокировку транзакции.

Банк → Мобильное приложение: Подтверждение блокировки.

Рисунок 4 — Добавление последовательных сообщений

Для построения диаграммы деятельности, описывающей процесс обработки уведомления о подозрительной транзакции, на диаграмму были помещены действия «Получить уведомление» и «Заблокировать карту» (Рисунок 5).

Рисунок 5 — Добавление действий

Далее была добавлена логика принятия решения: если пользователь отклоняет операцию, система выполняет действие «Заблокировать карту» и уведомляет банк. В противном случае, если пользователь подтверждает операцию, процесс завершается (Рисунок 6) [17].

Activity Diagram:

[Старт] → Получить уведомление →

Если (пользователь отклоняет операцию):

→ Заблокировать карту → Уведомить банк → [Конец].

Иначе:

→ Подтвердить операцию → [Конец].

Рисунок 6 — Логика принятия решения в диаграмме деятельности

Предложенные бизнес-процессы учитывают опыт СберБанка и ВТБ. В отличие от аналогов, акцент сделан на использовании ML для оценки риска до завершения транзакции и мгновенном уведомление пользователя, а не постфактумная блокировка.

### Структура ИС и ее средства разработки

Разрабатываемое программное обеспечение «Определение мошеннических транзакций» предназначено для использования в мобильных банковских приложениях с целью выявления и предотвращения мошеннических операций. Основное функциональное назначение данного ПО заключается в анализе транзакций с использованием алгоритмов машинного обучения и предоставлении пользователям уведомлений о подозрительных действиях.

Описание работы системы

Система состоит из следующих компонентов:

Серверная часть: отвечает за обработку запросов от клиентских приложений, взаимодействие с базой данных и выполнение алгоритмов машинного обучения для оценки риска транзакций.

Клиентская часть: мобильное приложение, которое предоставляет пользователям интерфейс для совершения транзакций, получения уведомлений и взаимодействия с системой.

Сервис по определению мошеннических транзакций: реализует алгоритмы машинного обучения, которые анализируют транзакции и выявляют аномалии на основе исторических данных и поведенческих паттернов пользователей.

База данных: хранит информацию о транзакциях, пользователях и результатах анализа, обеспечивая быстрый доступ к необходимым данным.

Технологии

Для реализации системы используются следующие технологии:

Asp.net: используется для разработки серверной части приложения, обеспечивая надежную и масштабируемую платформу для обработки запросов и взаимодействия с базой данных.

Kotlin SDK: применяется для разработки клиентской части мобильного приложения на платформе Android, обеспечивая высокую производительность и удобство работы с пользовательским интерфейсом.

PostgreSQL: реляционная база данных, которая используется для хранения и управления данными о транзакциях и пользователях, обеспечивая надежность и высокую производительность запросов.

Средства разработки

Для разработки системы используются следующие средства:

Visual Studio: основная среда разработки для серверной части на Asp.net, предоставляющая мощные инструменты для отладки, тестирования и управления проектами.

Android Studio: среда разработки для мобильного приложения на Kotlin, обеспечивающая удобные инструменты для создания интерфейсов и работы с API.

PgAdmin: инструмент для управления базой данных PostgreSQL, позволяющий выполнять запросы, управлять схемами и анализировать данные.

Таким образом, разработка программного обеспечения «Определение мошеннических транзакций» включает в себя интеграцию различных технологий и средств разработки, что позволяет создать эффективную и надежную систему для защиты пользователей мобильных банковских приложений от мошенничества.

### Требования к ИС

На основе анализа предметной области и существующих аналогов сформулированы следующие требования к разрабатываемой информационной системе (ИС) для определения мошеннических транзакций…

## ****Разработка информационной системы****

### Описание структуры базы данных

Привести диаграмму классов с описанием таблиц в ней.

### Разработка серверной части приложения

Описать разработку backend приложения на Asp.net

### Разработка клиентской части приложения

Описать разработку мобильного приложения на Kotlin

### Интеграция с сервисом по определению мошеннических транзакций

Описать интеграцию системы с сервисом по определению мошеннических транзакций на Python.

# ЗАКЛЮЧЕНИЕ

Прохождение технологической практики представляет собой один из важнейших этапов в учебном процессе, поскольку оно позволяет студентам приобрести опыт работы в организации, применять теоретические знания на практике, поднимать уровень своей профессиональной подготовки и углублять свое понимание особенностей профессиональной деятельности.

Задачи, поставленные перед технологической практикой, были успешно выполнены, и цель получения профессиональных навыков и опыта в профессиональной сфере, в частности, в разработке программных продуктов, необходимых для внутренних потребностей компании, была достигнута.

Одним из результатов прохождения производственной практики является создание сценариев диалога с общим чат-ботом по внутреннем портале ВиКо по вопросам работы с: анализом профессиональных рисков, ответов на запросы к руководителям, оценке и ведении данных о нормах средств индивидуальной защиты.
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